EXHIBIT A

INSTALLATION, ADMINISTRATIVE AND ADDITIONAL SERVICE FEES
Term: effective from January 1, 2019 through December 31, 2019

CITY OF BROKEN ARROW

The following information is being provided to the undersigned pursuant to Prohibited Transaction Class Exemption
84-24 issued by the U.S. Department of Labor in order to exempt the proposed transactions between the Plan, Plan
Sponsor and CoreSource, “Plan Supervisor”, from any applicable prohibited transaction or provisions of ERISA. The
following information is being provided to permit Plan Sponsor, as Plan Administrator to determine the compensation
received by CoreSource in the form of commissions, service fees and other similar payments is reasonable, that the
services provided are necessary for the operation of the Plan and the provision of services by CoreSource is in the best
interest of the Plan.

The commission, installation, service fees, compensation arrangements and other similar payments to be provided
under the Agreement are as set forth below. It is understood, however, that PPO Access Fees and other vendor fees, if
applicable, are subject to the terms and conditions of the underlying agreement and may be subject to change at times
other than the renewal date of this Agreement.

Pursuant to the Agreement, Plan Sponsor shall remit to CoreSource the following administrative fees and other costs:

Description of Service for the City of Broken Arrow Employee Health Care Plan.
¢ Medical Administration Fee $15.80 per employee per month

In addition to the basic administrative services listed above, Plan Sponsor has agreed that the following services are to
be performed by CoreSource pursuant to the terms and conditions set forth in the applicable Addendum, or other
description of services:

M Claim Appeal Determination Addendum No Additional Charge
M COBRA Administration Services Addendum Total Fee
Description of Fee
e COBRA Administration Fee $1.53 per employee per month

¢ Plan Sponsor shall provide initial COBRA notice

M CoreSource Edge Services Addendum Total Fee Fee to Vendor
Description of Fee — % of savings
o Out of Network Claim Review (MultiPlan)

o Complementary Network Discounts 30% 7.25%
o Negotiated Discounts/Data iSight 30% 7.25%
¢ Provider Billing Analysis and Fraud Review Services
o Fraud Services (CoventBridge) Hourly Rate (based on review/service)
o Waste & Abuse Services (Change Healthcare) 30% 22%
e Subrogation (Equian) 25% 24%
o Medical Bill Review (HHC Group)
o Line Item Bill Review 30% 20%
o Medical Record Review 30% 25%
o Claims Negotiation (if not eligible for Medical Bill Review) 30% 15%

Note: Any of the above vendors may be used to provide services.

M Custom Services
1. Review Plan Sponsor’s existing Plan Document, and provide a draft of a new Plan Document;
2.Prepare Participant identification cards, as applicable, which identify how to make inquiries on eligibility and
coverage;
3.Send eligibility information electronically to other Plan vendors, as required, all in a format specified by
CoreSource.
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M Escheat Services Total Fee
Description of Fee

e Escheat services for non-ERISA self-funded clients No Charge
M Golden Triangle Dialysis Network Total Fee Fee to Vendor
Description of Fee — % of savings
Golden Triangle Access Fee 30% 15%
M Health Care Management Services Addendum Total Fee
Description of Fee
¢ Review (CoreSource) $3.45 per employee per month
(Includes Utilization Review, Large Case Management)
o Special Delivery $0.75 per employee per month

M OptumHealth Care Solutions Transplant Network Services (CoreSource contract)
Payment for OptumHealth Care Solutions Services. For OptumHealth Care Solutions’ service, Plan Sponsor will
pay OptumHealth Care Solutions the administrative fee set forth below within thirty (30) days of the date the
invoice is received by Plan Sponsor. For Administrative fees not paid within this time period, OptumHealth Care
Solutions reserves the right to assess a surcharge no greater than one (1) percent of the outstanding past due balance.

Approved Transplants

Type of Approved Transplant: Administrative Fee
» Bone Marrow Autologous
- Lessthan 11 days $ 5,000.00
- 11 days or more (breast cancer) $10,000.00
- 11 days or more (all other diagnoses) $20,000.00
» Allogenic-related/unrelated $20,000.00
> Non-Myeloablative BMT (mini) $ 5,000.00
» Auto/Auto $10,000.00
»Auto/Allo R Mini $20,000.00
»Auto/Allo U Mini $20,000.00
»Heart, Lung, Heart/Lung $10,000.00
»Double Lung Multi Organ $20,000.00
»Kidney, Pancreas, Kidney/Pancreas,
Islet Cell-Auto Pancreas $ 3,500.00
»Intestinal, Liver, Intestinal/Liver,
Intestinal/Small Bowel $20,000.00

»>Ventricular Assist Devices (VAD)

Only-Bridge to Transplant-Excludes

Heart Transplant 10% of savings, capped at $10,000 per year (invoiced
monthly)
»Ventricular Assist Devices (VAD)

Only- Destination Therapy (VAD)

Implant + Post-Implant Services for 1 year 10% of savings, capped at $10,000 per year (invoiced
monthly)
»Ventricular Assist Devices (VAD)

Only- Destination Therapy (Post-

Implant Services only 10% of savings, capped at $10,000 per year (invoiced
monthly)

Transplant Services without an Approved Transplant. OptumHealth Care Solutions will invoice Plan Sponsor
an amount equal to thirty-five (35) percent of the difference between billed charges and contract charges incurred if
member receives transplant services, including an evaluation for a transplant, but does not receive an approved
transplant.

Plan Sponsor may be eligible for a reduction of administrative fees based upon Trustmark Insurance Company and
designated affiliates (including CoreSource) total book of business revenue applicable to OptumHealth Care
Solutions.
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M Other Services and Expense Reimbursements
Description of Fee

o American Dental Examiners Actual Cost
o Broker Fee (Medical) $10.75 per employee per month
e CoreReport Fee Included in Medical Administration Fee

If Plan Sponsor is given access to Cotiviti, Holdings, Inc. (“Cotiviti ) reporting it may use such Cotiviti reporting
only for CoreSource ’s/Plan Sponsor’s own internal use to manage the cost of its Plan and not for the use or
benefit of any other third party. Plan Sponsor shall maintain the confidentiality of the Cotiviti reporting and not
reverse engineer, modify or change such Cotiviti reporting. Plan Sponsor shall limit access to the Cotiviti
reporting to those employees that have a reasonable need for such access and will inform the employees who are
allowed such access of the restrictions contained in this Agreement.

o |dentification Cards Actual Cost
e Medical Records Fees Actual Cost
e Other Miscellaneous Expenses Actual Cost
e Physician Reviews (medical/dental) Actual Cost
¢ Postage Costs Actual Cost
e Printing Costs Actual Cost
e Run-Out Claims Fee 125% of the current Medical Administration

Fee per month for the first three months,
payable in advance; $20 per Explanation of
Benefits thereafter

o Summary of Benefits and Coverage (SBC) Fee $ 150.00 per Plan

e Summary Plan Description (Amendments & Restatements) Fee  $150.00 per document

CoreSource may assign or subcontract a portion of its duties to others, including an affiliate, Trustmark Insurance
Company.

M Performance Guarantees Addendum Refer to Addendum
¢ Claim Financial Accuracy Claim Administration applies to Medical claims and refund applies only to Medical
Administration Fees
e Claim Turnaround Time Claim Administration applies to Medical claims and refund applies only to Medical
Administration Fees
o Average Speed of Answer refund applies only to Medical Administration Fees.
¢ Call Abandonment Rate refund applies only to Medical Administration Fees.

The application of performance guarantees shall be for a term of not less than an annual period.
M Preferred Provider Organization (“PPO”) Network Services (Plan Sponsor Contracts)—per employee per month

Description of Fee
o Preferred Community Choice (PCC) Access Fee $3.75 per employee per month
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M Prescription Drug Card Administration (Plan Sponsor contract)
Description of Fee
e PBM Integration Fee Included in Medical Administration Fee

Prescription Drug Service (CoreSource has no contract with prescription drug vendor)

1. Provide the prescription drug vendor with a description of benefits as established in the Plan, and appropriate
eligibility information that was furnished by Plan Sponsor.

2. Timely request funding from Plan Sponsor for prescription drug claims and administrative expenses of the Plan.

3. Coordinate receipt of electronic claim data with prescription drug benefit manager for reporting purposes.

6. STOP LOSS SERVICES

M Stop Loss Services
1. In the event Plan Sponsor purchases a stop-loss policy permitting “advanced funding” of reimbursement claims
before (or simultaneously with) payment by the Plan of associated medical expenses, Plan Sponsor hereby
acknowledges and agrees:
CoreSource did not recommend that Plan Sponsor purchase such a stop-loss policy;
CoreSource will not seek advance funding for any individual provider bill of less than $5,000.
Plan Sponsor’s funding obligations remain the same, notwithstanding the purchase of such a stop-loss policy;
CoreSource shall be relieved of all claim processing duties it has under this Agreement or under ERISA to the
extent those duties cannot be properly carried out during the pendency of an “advanced funding” stop-loss
claim; and
2. Notwithstanding the foregoing, for any benefit claim received by CoreSource during the last fourteen (14) days of
any stop-loss year, CoreSource may, but shall in no event be under any obligation to, discharge its duties under this
section in such manner as may be required to cause the applicable reimbursement to Plan Sponsor or the Plan to
occur as part of the same stop-loss year.
3. Provide tracking and claim filing services to the stop-loss carrier of Plan Sponsor or the Plan, if applicable.

oSow»

7. Commissions/premiums on insurance policies are payable as set forth below.

Commissions Payable To:

Premium CoreSource Broker
Specific Stop Loss Employee $ 48.54 0% 0%
Specific Stop Loss Family $127.37 0% 0%
Aggregate Stop Loss $ 374 0% 0%

ACKNOWLEDGMENT AND APPROVAL

The undersigned Plan Sponsor hereby certifies that he/she (1) is authorized to sign on behalf of the Plan Administrator and the
Plan, (2) acknowledges receipt of the foregoing explanation of services and fees and has read and understands it, and (3)
approves the purchase of such insurance (if applicable) and the payment to CoreSource of such sales commissions, service fees
and other compensation arrangements as listed. The addenda attached hereto are hereby incorporated into the Agreement.

PLAN SPONSOR & PLAN ADMINISTRATOR CORESOURCE, INC.
Signature Signature

Print Name Print Name

Title: Title:

Date: Date:
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ADDENDUM TO ADMINISTRATIVE SERVICES AGREEMENT
BUSINESS ASSOCIATE AGREEMENT (“this Addendum” or “this BA Agreement”)

The Effective Date of this Addendum or this BA Agreement is October 1, 2019.

I. GENERAL TERMS AND CONDITIONS

A. As used in this Addendum (this “Addendum”), the term “Covered Entity” shall mean Plan Sponsor and the term
“Business Associate” shall mean CoreSource, Inc. All other capitalized terms used in this Addendum shall have the
meanings set forth in the HIPAA Security Rule at 45 C.F.R. Part 160 and Part 164 (the “Security Rule) and the
Standards for Privacy of Individually Identifiable Health Information at 45 C.F.R. Part 160 and Part 164 (the “Privacy
Rule” and, together with the Security Rule, the “HIPAA Security and Privacy Rules”), unless otherwise defined herein
or in the agreement to which this Addendum is attached (the “Agreement”).

B. All existing service agreements and amendments thereto between the Covered Entity, on the one hand, and the
Business Associate, on the other hand, pursuant to which the Business Associate will perform and/or delivery certain
functions, activities and services to or on behalf of the Covered Entity (the “Services”) are subject to this Addendum
and are hereby amended by this Addendum. In the event of a conflict between the terms of any service agreement and
this Addendum, the terms and conditions of this Addendum shall govern.

C. Where provisions of this Addendum are different from those mandated by the HIPAA Security and Privacy Rules but
are nonetheless permitted by the HIPAA Security and Privacy Rules, the provisions of this Addendum shall control.

D. Nothing express or implied in this Addendum is intended to confer, nor shall anything herein confer, upon any person
other than the Business Associate and its successors or assigns any rights, remedies, obligations or liabilities
whatsoever.

E. As used in this Addendum, the term “PHI” (as defined below) does not include summary health information or

information that has been de-identified in accordance with the standards for de-identification provided for in the
HIPAA Security and Privacy Rules.

I1. OBLIGATIONS OF THE BUSINESS ASSOCIATE

A Compliance with Law. The Business Associate acknowledges that it is required by law to comply with all applicable
requirements of the HIPAA Security and Privacy Rules, and all additional security requirements of the Health
Information Technology for Economic and Clinical Health Act (the “HITECH Act”), Title XIII of the American
Recovery and Reinvestment Act of 2009 (ARRA), that are applicable to “business associates” (as defined in the
HIPAA Security and Privacy Rules). The Business Associate further acknowledges that it is required by law to
comply with the use and disclosure requirements of Section 164.504(e) of the HIPAA Security and Privacy Rules and
that all other privacy requirements of Subtitle D of the HITECH Act that are applicable to “business associates” (as
defined in the HIPAA Security and Privacy Rules).

B. Permissible Uses and Disclosures.

1. The Business Associate shall create, receive, maintain, transmit, use or disclose PHI only in a manner that is
consistent with this Addendum and the HIPAA Security and Privacy Rules and only in connection with the
provision and delivery of the Services to or on behalf of the Covered Entity pursuant to the terms and
conditions of the Agreement. Accordingly, in providing the Services to or on behalf of the Covered Entity,
the Business Associate, for example, may use and disclose PHI for Treatment, Payment and Healthcare
Operations consistent with the HIPAA Security and Privacy Rules, without obtaining prior authorization for
such use or disclosure.

2. Except as otherwise limited in this Addendum, the Business Associate may disclose PHI to other “business

associates” (as defined in the HIPAA Security and Privacy Rules) of the Covered Entity to perform duties
specifically authorized under the Agreement.
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3. As permitted by 45 C.F.R. § 164.504(e)(2) and (4), the Business Associate may also use or disclose PHI that
it receives if:

a. the use relates to (1) the proper management and administration of the Business Associate or the
carrying out of the Business Associate’s legal responsibilities or (2) de-identification of PHI in
performing data aggregation services on behalf of the Covered Entity as well as for the improvement
of Business Associate’s programs and services; or

b. the disclosure of PHI received in such capacity is made in connection with a function, responsibility
or service identified in Section 11.B.3.a(1) above, and (1) such disclosure is required by law or (2)
the Business Associate obtains reasonable assurances from the person to whom such PHI is
disclosed that it will be held confidentially and such person agrees to notify the Business Associate
of any breaches of such confidentiality.

4, The Business Associate may disclose PHI to report violations of law to appropriate Federal or State
authorities, consistent with 45 C.F.R. § 164.502.

5. In performing its obligations under this Addendum and the Agreement, the Business Associate shall use,
disclose or request only the minimum amount of PHI necessary to accomplish the intended purpose of the
use, disclosure or request.

C. Recipients of PHI.

1. The Business Associate shall obtain reasonable written assurances from any person or entity to whom it
discloses PHI that such PHI will be held confidentially and used or further disclosed only as required and
permitted under the HIPAA Security and Privacy Rules and other applicable laws. Prior to receiving PHI
from the Business Associate, each person or entity receiving PHI from the Business Associate must agree to
be governed by the same restrictions and conditions contained in this Addendum, including the Business
Associate’s limitations on uses and disclosures of PHI.

2. The Business Associate shall enter into an agreement with each of its subcontractors pursuant to 45 C.F.R. 8
164.308(b)(2) and § 13401 of the HITECH Act that is appropriate and sufficient to require each such
subcontractor to protect PHI to the same extent required by the Business Associate hereunder.

3. Any person or entity who receives PHI from the Business Associate must notify the Business Associate of
any potential breaches of confidentiality of such PHI within five (5) days of such potential breach.

4. The Business Associate and its agents and subcontractors shall comply with applicable requirements of the
Standards for Electronic Transactions (45 C.F.R. §§ 160 and 162).

D. Safequards.

1. The Business Associate shall establish, implement and maintain administrative, physical and technical
safeguards that (a) reasonably protect the confidentiality, integrity and availability of all PHI (whether in
electronic or other format) that the Business Associate creates, receives, maintains or transmits on behalf of
the Covered Entity as required by the HIPAA Security and Privacy Rules and (b) ensure that no PHI (whether
in electronic or other format) created, received, maintained, transmitted, used or disclosed by the Business
Associate in connection with the performance and delivery of the Services is used or disclosed except as
permitted by this Addendum, including safeguards that satisfy the requirements of the Security Rule with
respect to electronic PHI.

2. The Business Associate shall ensure that each agent, including a subcontractor, to whom the Business
Associate provides PHI agrees to implement reasonable and appropriate safeguards to protect such PHI.

E. Reporting Requirements.

1. The Business Associate shall report to the Covered Entity any potential use or disclosure of PHI that may be
in violation of this Addendum and not permitted under the HIPAA Security and Privacy Rules within ten (10)
business days of becoming aware of such potential use or disclosure.
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2. Pursuant to 45 C.F.R. § 164.410, in the event of a breach or potential breach by the Business Associate of
unsecured PHI, as the terms “breach” and “unsecured PHI” are defined in 45 C.F.R. § 164.402, the Business
Associate shall report such breach or potential breach to the Covered Entity within ten (10) business days of
discovery of such breach or potential breach. A breach shall be treated as discovered by the Business
Associate as of the first day on which such breach is known to the Business Associate or, by exercising
reasonable diligence, would have been known to the Business Associate. The Business Associate’s report
shall include all information available to the Business Associate and necessary to allow the Covered Entity to
provide a natification of the breach consistent with 45 C.F.R. § 164.404.

3. The Business Associate shall report to the Covered Entity each potential “security incident,” as defined in 45
C.F.R. 8 164.304, within ten (10) business days of discovery of such incident. A security incident shall be
treated as discovered by the Business Associate as of the first day on which such incident is known to the
Business Associate or, by exercising reasonable diligence, would have been known to the Business Associate.
For the avoidance of doubt and notwithstanding the foregoing, the parties acknowledge and agree that
information systems are the frequent target of probes, scans, pings and other activities that may not indicate
threats, whose sources may be difficult or impossible to identify and whose motives are unknown and that do
not result in access or risk to any information system or PHI (each, an “Access Attempt”). Although Access
Attempts generally do not result in any unauthorized access to or modification or disclosure of PHI, Access
Attempts do constitute “security incidents,” as defined in 45 C.F.R. § 164.304, and, accordingly, the Business
Associate is required to report each Access Attempt to the Covered Entity. The Covered Entity agrees to
accept this Addendum as the notification required under § 164.314 and not require the Business Associate to
provide any additional notification so long as the Business Associate (a) ensures that all Access Attempts are
recorded in the Business Associate’s information technology records, (b) regularly reviews its information
technology records to determine whether any Access Attempt resulted in unauthorized access to or
modification or disclosure of PHI and (c) in the event that the Business Associate is unable to make the
determination described in clause (b) following review of its information technology logs, takes all steps
reasonably designed to determine whether an Access Attempt resulted in unauthorized access to or
modification or disclosure of PHI.

4, The Business Associate shall report to the Covered Entity a request for access to PHI provided for in 45
C.F.R. § 164.524 within ten (10) business days of receipt of such request. The Business Associate shall not
respond to such request without written authorization of the Covered Entity.

5. The Business Associate shall report to the Covered Entity within ten (10) business days of receipt of a request
to amend PHI. The Business Associate shall not alter or amend PHI that it receives from the Covered Entity
without specific written authorization of the Covered Entity, as provided for in 45 C.F.R. § 164.526.

6. If an individual submits to the Business Associate a request for restriction or a request for confidential
communications as provided for in 45 C.F.R. § 164.522, then the Business Associate shall report such request
to the Covered Entity within ten (10) business days of receipt. The Business Associate shall not respond to
such requests without written authorization of the Covered Entity.

F. Accounting of Disclosures. The Business Associate shall respond to the Covered Entity within ten (10) business days
of receipt of a request for information that would be appropriate for an accounting of disclosures of PHI as provided
for in 45 C.F.R. § 164.528. The Business Associate shall not be required to maintain a record of disclosures of PHI (1)
made for the purpose of Treatment, Payment or Healthcare Operations, (2) made to an individual who is the subject of
the PHI or (3) made pursuant to an authorization that is valid under HIPAA.

G. Other Obligations.

1. To the extent that the Business Associate performs any obligations of a Covered Entity under the Privacy
Rule, the Business Associate shall comply with the requirements of the Privacy Rule applicable to such
Covered Entity in performing such obligations; provided, that unless the Covered Entity has notified the
Business Associate of obligations specifically applicable to such Covered Entity, the Business Associate shall
determine the extent and scope of such obligations in its reasonable judgment.

2. The Business Associate shall make available to the Secretary of Health and Human Services or its agents, the
Business Associate’s internal practices, books and records relating to the use and disclosure of PHI as
required in 45 C.F.R. § 164.504.
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3. The Business Associate acknowledges and agrees that from time to time the Department of Health and
Human Services may modify the standard transactions now identified in 45 C.F.R. 8§ 162.1101-162.1802.
The Business Associate and its agents and subcontractors agree to abide by any changes to such standard
transactions that are applicable to the Services.

4, The Business Associate shall cooperate with the Covered Entity to comply with the HIPAA Security and
Privacy Rules.

5. If Business Associate conducts all or part of an electronic transaction on behalf of Covered Entity, Business
Associate will comply, and will require any Subcontractor involved with the conduct of such Standard
Transactions to comply, with each applicable requirement of 45 C.F.R. Parts 160 and 162.

6. Business Associate agrees that it is fully bound by the provisions of 34 U.S.C290dd-2(g) and C.F.R. § T. 42,
Ch. I, Subch. A, Pt. 2 (Confidentiality of Substance Use Disorder Patient Records) upon receipt of patient
identifying information as defined in 42 C.F.R. § 2.11. Business Associate shall implement appropriate
safeguards to prevent unauthorized uses and disclosure of patient identifying information. Business Associate
shall report to Covered Entity any unauthorized uses, disclosures, or breaches of patient identifying
information within ten (10) business days of discovery of such unauthorized use, disclosure, or breach.
Business Associate may not re-disclose patient identifying information to a third party unless that third party
is a contract agent of the Business Associate, helping the Business Associate provide services under the
Agreement, and only as long as the contract agent only further discloses the patient identifying information
back to the Business Associate or Covered Entity.

I11. OBLIGATIONS OF THE COVERED ENTITY

If the Covered Entity wishes to receive PHI, it shall provide the Business Associate with the name or identity/job title
of the individual(s) authorized to represent the Covered Entity and who can receive and disclose PHI for purposes of
treatment, payment and operations. The Covered Entity shall also notify the Business Associate of any changes made
with respect to the individuals so identified.

The Covered Entity shall provide the Business Associate with the Notice of Privacy Practices produced in accordance
with 45 C.F.R. 8 164.520 and any changes thereto.

The Covered Entity shall provide the Business Associate with the plan amendment produced in accordance with 45
C.F.R § 164.504.

The Covered Entity shall obtain all consents or authorizations necessary for the Business Associate’s access to or
creation, maintenance, use or disclosure of PHI subject to this Addendum.

The Covered Entity shall notify the Business Associate of any restrictions applicable to the Business Associate’s use
or disclosure of PHI that the Covered Entity has accepted and that apply to any access to or use or disclosure of PHI
subject to this Addendum.

The Covered Entity shall notify the Business Associate of any restriction on the use or disclosure of PHI that the
Covered Entity has agreed to in accordance with 45 C.F.R. § 164.522.

The Covered Entity shall not request that the Business Associate use or disclose PHI in a manner that would not be
permissible under Subpart E of 45 C.F.R. Part 1764 if so disclosed by the Covered Entity.

The Covered Entity shall notify the Business Associate of any specific obligations of the Covered Entity applicable to
any obligations of the Covered Entity that the Business Associate performs under this Addendum.

The Covered Entity shall be solely responsible for compliance with the Security Rule and the implementation of
reasonable and appropriate safeguards with respect to PHI that is subject to this Addendum and that it provides to or
receives from the Business Associate, prior to its receipt by the Business Associate, and upon and following its receipt
by the Covered Entity from the Business Associate.
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J. The Covered Entity shall provide the Business Associate with any changes in, or revocation of, or authorization by
Individual to use or disclose PHI, if such changes affect the Business Associate’s permitted or required uses and
disclosures.

K. When making any disclosures subject to 34 U.S.C290dd-2(g) and C.F.R. § T. 42, Ch. I, Subch. A, Pt. 2
(Confidentiality of Substance Use Disorder Patient Records), the Covered Entity shall furnish the Business Associate
with the required notice. The Covered Entity shall only disclose patient identifying information to the Business
Associate as necessary for the Business Associate to perform its duties under the Agreement.

IV. TERMINATION

A Termination. This Addendum may be terminated in accordance with the termination rights set forth in the Agreement.
In addition, this Addendum shall automatically terminate when all PHI previously provided by the Covered Entity to
the Business Associate, or created or received by the Business Associate on behalf of the Covered Entity, is destroyed
or returned to the Covered Entity.

B. Termination for Cause. Upon either Party’s knowledge or reasonable belief that the other Party is in or has committed
a breach or violation of any material obligation set forth in this Addendum that is required pursuant to 45 C.F.R.
8 314(a)(2)(i) or 45 C.F.R. § 164.504(e)(2), the non-breaching party may:

1. if the non-breaching party reasonably believes that such breach is or was due to the breaching party’s willful
neglect (as defined in the HIPAA Security and Privacy Rules), terminate this Addendum with immediate
effect by delivering written notice of such termination to the breaching party regardless of whether such
breach is continuing at the time the non-breaching party delivers such notice;

2. if the non-breaching party reasonably believes that such breach was due to reasonable cause (as defined in the
HIPAA Security and Privacy Rules) and such breach was not continuing at the time the non-breaching party
became aware of such breach, require the breaching party to demonstrate that it has taken appropriate steps
(including an independent assessment, at the breaching party’s expense, of the breaching party’s compliance
with the obligation in question) that are, in the non-breaching party’s sole discretion, reasonably designed to
prevent a recurrence of such breach; or

3. if the non-breaching party reasonably believes that such breach is due to reasonable cause (as defined in the
HIPAA Security and Privacy Rules) and such breach was continuing at the time the non-breaching party
became aware of such breach, notify the breaching party of such breach and grant to the breaching party
thirty (30) days following the breaching party’s receipt of such notice in which to cure such breach; provided,
that such thirty (30) day period shall be extended to the extent reasonably necessary to permit the breaching
party to cure such breach so long as the breaching party takes all steps reasonably designed to cure such
breach during such initial thirty (30) day period; provided, further, that if such thirty (30) day period is
extended, the non-breaching party may require the breaching party to engage an independent third party to
conduct an independent assessment, at the breaching party’s expense, of the breaching party’s efforts if such
breach has not been cured within a reasonable period of time after expiration of the initial thirty (30) day
period.

C. Obligations of the Business Associate upon Termination. Upon termination of the Agreement or this Addendum, the
Business Associate shall promptly return to the Covered Entity, or, if agreed to by the Covered Entity, destroy, all PHI
previously created, maintained or received by the Business Associate on behalf of the Covered Entity that the Business
Associate maintains in any form. The Business Associate shall retain no copies of such PHI.

D. Retention of PHI. The Business Associate may retain PHI to the extent reasonably necessary to permit the Business
Associate to comply with applicable laws and so long as the Business Associate extends the protections of this
Addendum to all such PHI and takes all actions necessary to limit further uses and disclosures of such PHI for so long
as the Business Associate retains such PHI. If the Covered Entity and the Business Associate determine in good faith
that termination of this Addendum and the return or destruction of all PHI previously provided by the Covered Entity
or the Health Plan to the Business Associate would cause irreparable business interruption or harm to customers of the
Covered Entity, or if termination of this Exhibit is otherwise not feasible, then (1) the Covered Entity and the Business
Associate shall take all commercially reasonable actions to mitigate the effects of such situation, (2) the Covered
Entity or the Business Associate may report such situation to the Secretary of Health and Human Services and (3) the
Business Associate shall extend the protections of this Exhibit to all such PHI and limit further uses and disclosures of
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such PHI to those purposes that make the return or destruction infeasible, for so long as the Business Associate
maintains such PHI. Upon termination of the condition that makes retention of PHI by the Business Associate
necessary for the Business Associate’s compliance with law or that makes return or destruction of PHI infeasible, the
Business Associate shall return or destroy such PHI as instructed by the Covered Entity.

E. Survival. The obligations of the Business Associate under this Section IV shall survive the termination of this Exhibit
and the termination of the Agreement.
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